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Responsable :

Mis à jour :

Quelques étapes de l’appréciation des risques informatiques :

* identifier et classer par ordre de priorité les actifs
* identifier les menaces
* identifier les vulnérabilités
* analyser les mesures
* déterminer la vraisemblance d’apparition d’un incident
* évaluer l’impact d’une menace
* classer par ordre de priorité les risques de sécurité informatique (acceptable, non acceptable, résiduel)
* documenter les résultats

Exemple de résultats d’appréciation d’un risque

|  |  |  |  |
| --- | --- | --- | --- |
|  | Objet | Résultat | Remarque |
| Menace | Attaque d’un logiciel malveillant | Élevé |  |
| Vulnérabilité | Pare-feu correctement configuré | Faible |  |
| Actif | Serveur sensible | Critique |  |
| Impact | Indisponibilité du serveur | Critique |  |
| Vraisemblance d’apparition | Une fois par an | Moyen |  |
| Risque | Perte opérationnelle et financière | Moyen |  |
| Mesure | Surveiller le pare-feu |  |  |
|  |  |  |  |